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Security Statement

The payments service provided by Polyaire is hosted by IP Payments on a secure
fault tolerant telecommunications and server infrastructure hosted within the ASX
Data Centre in  Melbourne. This service is used by a number of Banks.The facility is
monitored 24 hours per day, 7 days a week and 365 days a year.

IP Payments ensures confidential information remains secure through the use of multiple
layers of security and industry standard encryption technologies.

From the moment you submit your payment, confidential data including credit card details are
encrypted using 128-bit SSL certificates, and in accordance with Visa & MasterCard
standards your credit card details are never stored in clear text.

You can confirm you have established a secure SSL connection by looking for the locked
padlock in the status bar of your browser.  You can confirm the validity of the certificate by
double clicking the padlock and checking the certificate:

• Has been 'Issued to' www.ippayments.com.au ;
• 'Issued by' Thawte Premium Server CA ; and
• The date range is valid.

If the certificate appears invalid then do not proceed with the transaction, take a screen shot
of the certificate and email support@ippayments.com.au  for further assistance.
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